
Reduce risk

Identify active threats

Learn all  vulnerabilities

7-DAY SECURITY
THREAT AUDIT

N O  C O S T *    
C O M P R E H E N S I V E
U N P A R A L L E L E D
O n l y  7  D A Y S  

Experience the confident security of being a

Vigilant customer, for free, through our

complimentary* threat audit.  We'l l  tell  you

more about your security posture, in just

seven days, than you've currently known to

date. 

THE SERV I CE
Vigilant's Hunt Team proactively 
monitors your network for signs of 
anomalous activity indicative of active 
compromise, misconfigurations and 
other notable security risks. After 
seven days, you'l l receive a written 
report containing the findings, 
classifying your threat level and 
providing you recommended courses 
of action.  

BENEF I TS
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*Vigilant's free security audit offer expires within 30 days of receipt

http://www.vigilantnow.com/
http://www.vigilantnow.com/
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CUSTOM DATA
PORTAL
You'l l  gain access to your

24x7 audit and security data

via Vigilant’s Customer

Portal.  You’l l  see in real-

time what’s happening

in your environment. 

FULL FORENSIC
INVESTIGATION

We will  conduct a full

forensic investigation of

one corporate site and up to

12 endpoints. You'l l  know if

you have active threats in

your environment.

COMPREHENSIVE
THREAT REPORT
You'l l  receive a Security

Threat Audit report detailing

your vulnerabilities and how

to fix them. We'll  give you

prioritized steps to take to

eliminate threats and

proactively protect yourself.

Web Proxy Discovery
Outbound Connections
Communicating applications and vulnerabilities
Outdated OS communication
All communications in and out of your environment over time
Contact information and call escalation paths with your team
All connection traffic for the time frame since installation
All alerts for the time frame our sensor has been fully operational
Perform a review and proactive hunts of data in your environment

Database access attempts
Review of database connections
Remote Desktop access attempts
SSH Access Attempts
Inbound FTP connections
Review of connections and authentication of credentials in the
clear
VPN Connections – specifically locations of access, single-factor
detection and access control

Our team observes, investigates and verifies the following:

Contact Vigilant Partner Sommita Technology Group LLC to schedule your 7 Day Security Audit TODAY!

206-783-4742               info@sommita.net            https://sommita.net/contact-us

http://www.vigilantnow.com/
https://sommita.net/contact-us



